

 **Risk Management: useful links**



The following is a list of useful organisations and websites that may assist you in managing risk. Many will help you stay up to date by providing regular information and updates through email or blog alerts.

[**Companies House**](https://www.gov.uk/government/organisations/companies-house)

Companies House will register the information companies are legally required to supply and make that information available to the public.

[**Cyber Essentials**](https://www.gov.uk/government/publications/cyber-essentials-scheme-overview)

Cyber Essentials is a government-backed, industry-supported scheme to help organisations protect themselves against common cyberattacks.

[**Cyber Incident Response (CIR) service**](https://www.ncsc.gov.uk/scheme/cyber-incidents)

The CIR is a small government-run scheme certified by the CESG (originally known as the Communications-Electronics Security Group) and the Centre for the Protection of National Infrastructure (CPNI) for firms that have been attacked.

[**Data Protection - ICO**](https://ico.org.uk/)

The Information Commisioner’s Office (ICO) is responsible for the enforcement of the Data Protection Act 2018 and the General Data Protection Regulation and is also responsible for Freedom of Information. It offers guidance on principles of data protection.

[**Department for Business Energy & Industrial Strategy - DBEIS**](https://www.gov.uk/government/organisations/department-for-business-energy-and-industrial-strategy)

This department provides advice to businesses.

[**Financial Fraud Action UK**](http://www.financialfraudaction.org.uk/Retailer-Protecting-your-business-information.asp)

This is a website set up by the UK payments industry. Advice to business owners and consumers.
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[**Financial Ombudsman**](http://www.financial-ombudsman.org.uk/)

The Financial Ombudsman Service was set up by law as an independent public body. Its job is to resolve individual disputes between consumers and businesses about financial problems.

**[Fraud Advisory Panel](https://www.fraudadvisorypanel.org/)**

The Fraud Advisory Panel is a charitable company set up to provide knowledge, skills and resources to protect against fraud.

[Guidance section of the website](https://www.fraudadvisorypanel.org/resource-category/guidance/)
[Guidance on Anti-money Laundering](https://www.fraudadvisorypanel.org/wp-content/uploads/2017/12/Money-laundering-and-the-proceeds-of-crime-2nd-edition-December2017.pdf)

[**Get Safe Online**](https://www.getsafeonline.org/)

Get Safe Online is a public/private sector partnership supported by HM Government and organisations in banking, retail, Internet security and other sectors. It is a website designed to give practical advice to protect you, your computers, mobile devices and your business from fraud, identity theft, viruses and other problems encountered online. It is a Cyber Essentials and IASME certified organisation. Additional [guidance for business](https://www.getsafeonline.org/business/).

[**IASME**](https://www.iasme.co.uk/)

The IASME standard is an achievable cyber security standard for small companies.

[**Land Registry**](https://www.gov.uk/government/organisations/land-registry)

The Land Registry registers the ownership of land and property in England and Wales. It offers a free Property Alert service to help prevent property fraud.

[Property Alert](https://www.gov.uk/guidance/property-alert)
[Protect Property from Fraud](https://www.gov.uk/protect-land-property-from-fraud)
[**Legal Ombudsman (LeO)**](http://www.legalombudsman.org.uk/)

It uses the benefit of its experience to help a broad range of professions to improve complaint handling processes and to avoid complaints arising in the first place.

**Money Laundering Regulations 2017/Proceeds of Crime Act 2002**The requirements of the UK anti-money laundering regime are set out in these two Acts.

[Money Laundering Regulations 2017](http://www.legislation.gov.uk/uksi/2017/692/made)
[Proceeds of Crime Act 2002](http://www.legislation.gov.uk/ukpga/2002/29/contents)

[**National Crime Agency**](http://www.nationalcrimeagency.gov.uk/)

The National Crime Agency is a national law enforcement agency in the UK.

[NCA Cyber Crime](https://www.nationalcrimeagency.gov.uk/what-we-do/crime-threats/cyber-crime?highlight=WyJjeWJlciIsImNyaW1lIiwiY3JpbWVzIiwiY3JpbWUnIiwiY3JpbWUnLiIsImN5YmVyIGNyaW1lIl0=)
[NCA Suspicious Activity Reports](https://www.nationalcrimeagency.gov.uk/what-we-do/crime-threats/money-laundering-and-illicit-finance/suspicious-activity-reports?highlight=WyJzdXNwaWNpb3VzIiwiYWN0aXZpdHkiLCJhY3Rpdml0aWVzIiwiYWN0aXZlIiwiYWN0aXZlbHkiLCJhY3RpdmF0ZWQiLCJyZXBvcnQiLCJyZXBvcnRzIiwicmVwb3J0aW5nIiwicmVwb3J0ZXIiLCJyZXBvcnRlcnMiLCJyZXBvcnRlZCIsInJlcG9ydCdzIiwic3VzcGljaW91cyBhY3Rpdml0eSIsInN1c3BpY2lvdXMgYWN0aXZpdHkgcmVwb3J0IiwiYWN0aXZpdHkgcmVwb3J0Il0=)

[**National Fraud and Cyber Crime Reporting Unit (Action Fraud)**](http://www.actionfraud.police.uk/report_fraud)

Action Fraud is the UK's national fraud and Internet crime reporting centre.

[**National Fraud Database**](https://www.cifas.org.uk/nfd)

The National Fraud Database contains data on hundreds of thousands of confirmed cases of fraud.

[**SARs online**](https://www.ukciu.gov.uk/%28ha2kvt451lloio55byduje45%29/saronline.aspx)
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National Crime Agency (NCA) system for making Suspicious Activity Reports (SARs).

[**UK Finance**](https://www.ukfinance.org.uk/)

This is the trade association for mortgage lenders in the UK.

**Health and Safety**

The Health and Safety Executive’s website:

[Advice on how to manage Health and Safety](http://www.hse.gov.uk/managing/index.htm)
[Health and Safety advice specific to the office environment](http://www.hse.gov.uk/office/index.htm)